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Abstract: The web services discovery process in mobile ad hazreate a new mechanism for semantic web services\wkry
networks is considered as a very difficult challendue to the in mobile ad hoc networks, otherwise, to perforseeantic
continuous change in the topology of the networt alsothe lack  discovery based on functional parameters (Inputsl an
of a fixed central directory for publ_ishing web \gees. _Several Outputs) present in the semantic descriptions OWL-S
approaches have been proposed which are basethenkaywords  gnig10gy Web Language-Service) of web servicehionit
or identifiers representing the service to be deatoor by using a the intervention of the client in the selection ghaf the

specific scenario of discovery. All of those proposolutions try to di d . - thi hievi . d
respect the constraints of mobile ad hoc networRé\HET such as Iscovered services; this means achieving an adtoraga

energy, bandwidth, throughput, etc. In this paper pwesent our pre_cisg d_iscovery of the desired servi.ces._ The rskco
new proposed model for measuring the cost of trevaivenergy Objective is to develop a new strategy which siemgbusly
consumption in ad hoc networks depending on the sezbices elaborates the routing and the web service disgousing
discovery protocols. We also present a new optidhizeb services cross-layer techniques over a modified AODV protagith
discovery protocol in MANET based on cross_layeutiy  dissemination in the routing process of some semavitb
techniques with the dissemination in the routingcpss at the same garvices information and the DISCOVERY DIAMETER
time the semantic web services information and L
DISCOVERY_DIAMETER parameter that we have proposed t@grameter _that we have proppsed to_ limit the area o
discovery in the network. This technique will gigat

limit the area of discovery in the network. Finallye present o . O
simulation results of our defined approach showdngignificant Minimize bandwidth and energy consumption in thsvoek.

optimization of the energy consumption level ané twerage 1his paper is organized as follows, a presentatbsome
throughput. related works, then our proposed model to evalpaitocols

of web services discovery in mobile ad hoc networks
depending on the global energy consumption, our new
optimized protocol. Finally, an illustration anddacussion

1. Introduction of the obtained simulation’s results.

Keywords. Ad hoc, Energy consumption, MANET, Semantic
web services discovery, Average Throughput, Roytiragocols.

A web service is a technology that makes any agiitio or 2. Related Works

jvci);t;\llarﬁsz\éaltl)ab::eog\vzrnligtser(;fé. tﬁoxzﬁagzig::é;e;:f Research in the field of ad hoc networks focuséehily on
y y P routing, and several routing protocols such as DSBDV,

security; peS|des this the_y are.based on mtermtdards._ TORA, OLSR, efc., have emerged. However, the initia
Web services are described in a WSDL (Web Services . . .
o L assumption of those routing protocols is that tleekpt

Description Language) form, specifying the methtiag can S .

. ] . . destination address is known to the source nodé¢het
be invoked; those methods are accessible via SGiRp(e o A .

. . beginning. Applications in ad hoc networks oftene us
Object Access Protocol). Furthermore, Web serviaes X . .

. ) ) . . resources or services that are present in anotbbilemode,
published in a common fixed repository UDDI (Unisar

Description Discovery and Integration) in orderfagilitate it is important for appllcat|_ons to Fﬂs_cover In rartsparent
; . . . . manner those remote services. Existing routingogpas are
their research. However, in a mobile environmenthaeuit : . . -
. . not suitable for services discovery process, sindbe latter
infrastructure such as MANETs (Mobile Ad Hoc Netksy, L . -
case the destination address is not initially knotimremedy
where the topology of the network changes all thet we T
) . e : this situation, several approaches and protocole Heeen
cannot use a fixed directory for publishing webvasss,

L - proposed.
bece}use thIS-S.ItuatIOI’I makes  the process of f|n_ The first approaches of services discovery in adreworks
services a difficult challenge, especially if wekdainto

consideration the limits of ad hoc networks, such yere based on the aspects related to the architectl

a,. . C

) discovery. These approaches include: SLP (Servimation
bandwidth and energy. In that regard, several ames and Protocol) [30], Salutation [28], JINI [27], UPnP 5B
protocols have been developed.

In this work we have first proposed a model to cal, Bluetooth Service Discovery Protocol [29], etc. Hwer,

. . ; . . most of these solutions are not suitable for mohiehoc
verify and validate protocols of web services digg in ; .

" . networks, since they were not designed for netwavkh
mobile ad hoc networks depending on the global gner

- n(’ljobile nodes, also they do not take into considsrathe
consumed. Moreover, we have proposed an optimiz

) T . ; ?echnical constraints and limitations of ad hoavoeks.
protocol that has two main objectives: The firseds to . : .
There is a second category of services discovepyoaghes
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that focus on the description language of servildes XML  We used all these specific constraints as wehasdsults of
(Extensible Markup Language) and DAML (DARPA Agentworks in [17] and [37], to propose a formula forasering
Markup Language). These approaches include: SS[RAd evaluating the overall energy consumed accgtdimny
(Microsoft's Simple Service Discovery Protocol) 31 web services discovery protocol in MANET.

DReggie [32], GSD (Group based Service Discoved@)],| The formula (1) for measuring the cost of energgstoned
Konark [20], Web Service Discovery Replication andn each node depending on constrats given as follows:

Synchronization in Ad-Hoc Networks [19], etc. 3

However there are other studies as in [15], [33] B¢] Costenr = Cosack* [1 Costc; (1)
which showed that, proposing an approach of service 1=

discovery based on cross-layer (Interaction betwéen Where:

application layer and network layer) using existaw) hoc  Costenr: Cost of energy consumed in each node.
routing protocols is much more efficient in terms$ 0 cogac,: Cost of energy consumed in the transmission or
optlmlzmhg the network performance compared toitiaahl reception of control packets.
approaches. . . Cogcj: Cost of energy relative to each constrainti@
There is also another type of works that aims tiindpe the

: . X o each node.
services discovery protocols using QoS or more i§paity
based on the trust to servers that respond toligme cequest, 10 calculateCostqthat represents the cost of influence on the
this trust is assessed through a set of parameteris as €lectrical energy consumed in each node dependintet
energy, response time and mobility of servers. Agntiese number, size and type of packets circulating inrtaavork,
works we find [1], [2], [3], [4], [5] and [6]. we are interested in the work proposed in [17] whesented
In another category of works on web service disppie Several results of the measuring energy consumpti@y
mobile ad hoc networks there are those who focushen identified four states of energy consumption:
Sensor Web Services field (SWS) which emerged ftoen * Transmission: the transmission of packets.
need to offer data captured by the Wireless Selsbworks ¢ Reception: the reception of packets.
(WSN) via the web, especially works in [_8], [1_1],2]], [1_3], « Waiting: waiting for a packet transfer.
[14] and [7]. In the same category there is alsinggresting « Sleeping: the state of lowest energy consumptioenwh

work in [10] where the authors carried out a corapiae the node cannot receive or transmit.

study on the impact of mobility between the PDP,PSD The energy cost associated with each packet to @t is
UPnP and TinySDP protocol proposed in [9]. represented by the total incremental amsproportional to
3. Evaluating the Energy Consumption the packet size, and a fixed cbshssociated with acquisition

channel. The formula (2) below is used to calcultte
The problem of energy consumption represents theecef energy cost of each packet in each node on theonetw
interest for the research community of mobile adc ho
networks (MANET) and wireless sensor networks (WSN)
like works in [38], [39], [40], [41], [42] and [43}his led us The formula (3) is the formula that we have propose
to study the impact of the web services discoventqeols calculateCost;
on the energy consumed in MANET. After our studgafne
existing works we have noticed that each one ofgho CO3CL= COSEaqyt COEqsch COE gynd  OOB e (3)
approaches violates one or more technical consirairat
should be respected in ad hoc networks such aswldihd Where: o
and storage resources, etc. As a result a significaCOSEadv: Cost of energy consumed by the transmitting and
consumption of energy occurred. Also, we have edtithat receiving services advertisements packet.
the proposed discovery approaches are based on esg.: Cost of energy consumed by the transmitting and
identifiers of the services or their names andrttygies with
the client intervention to select the services Wwhaatisfy
their needs.
The Table 1 shows a comparison between five diftere and receiving nodes synchronization packets.
services/web services discovery approaches (prisfoco COStEI’eSp: Cost of energy consumed by sending response
KONARK [20], SEDIRAN [15], WSDRS [19], TrustSD [1] :
and TinySDP [9] that we have chosen to proposecost packets by the provider.
evaluation model of the consumed energy by anyicerv The formula (4) is the proposed formula to calasat
discovery protocols, depending on a set of elemehish Costc2 which represents the cost of influence of the used
influence in direct or indirect manner on the olleemergy resources and the stored information on the overadirgy
consumed in MANET. consumed.
In Table 1, we collected several constrai@itshat influence
in a direct or indirect manner on the main technica
constraints to be respected in mobile ad hoc nésyevhere:

C; = {Bandwidth, Resources, Discovery _Mechanism, Byjerg

Cost = mx size+ £ (2)

receiving services discovery packets.
COSEsynC: Cost of energy consumed by the transmitting
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Table 1. Comparison between existing approaches

Protocols
Ci Parameters
KONARK [20] SEDIRAN [15] WSDRS [19] TrustSD [1] TinySDP [9]
Advertisement Broadcast Broadcast Broadcast between No Broadcast
Packets areas
SIS No No Between UDDIs No No
Packets
Bandwidth DI
Iscovery Unicast Broadcast Unicast Broadcast Unicast
Packets
B e Broadcast Broadcast Broadcast Broadcast Broadcast
Packets
Replication of All services betweer] OnIy_the special All services between All services
. Services between all No
Information all nodes UDDIs between all nodes
Nodes
Routes to all providerg
. . Routes to all
Resources Routing Table Routes to all} of special SEIVICES * | poutes to UDDIs network Routes to all
network providers Routes to the ordinary - network providers
A ; providers
Services desired
" Database 'tree’ of Datgbase of all specig UDDI Database in Qache of Cache Of. all
Services Storage - . services + Cache of discovered services in the
all existing services . - every area .
ordinary services services network
Name or Service Services ldentifiers Service Name Unique services
Discovery -~ | Services ldentifiers or Service Name . Identifiers +
Type (Uncertain — ) (Uncertain .

. Elements g (Uncertain Discovery)| (Uncertain . QoS (Certain
Discovery Discovery) Discovery) Discovery) Discovery)
Mechanism Y Y

Searcr_l i Client intervention Client intervention Client imtention Automatic Client Interventio
Selection
Energy Energy Consumed Important Important Important Agera Important
Costc2 = Co$Rpgp + COBRyyt+ CdSRgyor (4) Where: _
Costp egr: Cost relative to the discovery elements
Where: _ _ proposed.
CostRyep) - Cost of replication of the same information Costim gjient - COSt relative to the involvement of the client in
between nodes. the discovery process.
CostRyqyt - COSt relative to routes stored in the networkl-he proposed formula to calculate the cost of erite on
nodes. the overall energy consumed in all the network ddpey on
Costrgior: CoOst relative to the structure of service’sthe discovery approach is represented as follows:
directory. nb_ nodes 3
= + .
The formula (5) represents the proposed formulzatoulate Cost jzzl Costack i[jl Cosc;) (6)

Costc3 which represents the cost of influence on thegner
consumed in each node depending to the proposedveiy Figure 1 represents the comparison between therelift
mechanism. discovery approaches studied according to theafostergy
_ calculated from the proposed formula, where the &ODE
Coste3 = Cosu ros* CoM glient (5 represents the number of nodes in the network bedxis
ENERGY_COST represents the cost of energy calailate
from the proposed formula.
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necessary information to discover routes to theiregs
service by the Client and REP represents the ragpohthe
provider that offers the desired service.

\ s

node

/
application
layer
| REQ

(inputs, outputs,
DISCOVERY_DIAMETER)

intermediate node provider

N / N
node node

application layer

OWL-S descriptions
—

] ,ib
[ ot | ©

REQT REP (MATCHING_LEVEL, SERVICE_ID)
RREQSSD, RREQSSD, 4

'ﬁ —
AODV i | AODV ‘ j I AODV |
RREPSSD “ RREPSSD

Figure 2. The proposed architecture

global ontology

As shown in Figure 1 after evaluation of the stddie 4.1 Thediscovery packet RREQSSD

approaches by our formula, the approach proposed

TrustSD [1] is less greedy in terms of the overmikergy
consumption compared to other approaches, thisagalthe

mechanism proposed, because the authors have pbpos

cross-layer protocol and also a Trust parametesutzed
according to a set of characteristics of the ser¢energy of
the server, response time and the mobility of sg¢rwhich

are added into the provider's reply packet. The sfru
parameter ensures a QoS and an automatic providé

selection.

4. TheProposed Optimized Approach

Due to the limitations of ad hoc networks we prapasnew
protocol where we assume that each provider nodbeis
advertisement’s directory of its own services irdesr to

avoid overloading the network with the announceme

packets of services such as the works in [15],, [[24], [32],

‘ILT) search a service in our approach, the Clienthat
Application layer enters all the information conteg the
desired service (information about the Client, menname,
functional parameters such inputs/outputs, ete) specifies
also the value of the field DISCOVERY_DIAMETER, ghi
value is used to control the distance of reseacchrding to
the client needs. This will lead us to an importaduction
'Ps the number of research packets flowing througb t
network, therefore an important optimization of ttotal
energy consumed in this discovery process. Aftéidagon
by the Client, a REQ packet containing the fundailon
concepts INPUTS/OUTPUTS of the desired service thed
distance of discovery DISCOVERY_DIAMETER, will be
sent to the AODV protocol of the network layer (tt®ice
of INPUTS/OUTPUTS parameters is justified in settihe

Watchmaker Module), to be integrated into the rsute

discovery process to the desired destination va ribw

[36] and [9]. This assumption is justified with thermanent RREQSSD packet that we have proposed (Figure 3).

change of the topology because in the studied iegist

approaches we have noticed that at every movemetftei
topology of the network there is a new electiopablication
directories, re-execution of the synchronizationchamism
inter-directories or a re-execution of the annoumest
mechanism of services across the network. Our agprds
based on the interconnection of the applicatioedand the
network layer because using a cross-layer apprioestrvice
discovery as presented in [33] and [34], increaties
performance of the network in terms of bandwidtldl &ime
overall energy consumed, also in [17] the authoved that
there is a direct relation between number of thekges, the
bandwidth and the energy consumed.

In our protocol we have modified and adapted thistiexg
AODV protocol to satisfy our needs. The choice bét
routing protocol AODV s justified by its simpligit of
implementation, also it does not require a lot ofmputing
power, and most importantly, it is a reactive mgtprotocol,
which means that it does not look for routes omydemand.
The proposed architecture is shown in Figure 2.

Type ‘ ] | R | G| D| U‘ Reserved | Hop Count |
REQ : SERVICE_INPUTS
REQ: SERVICE_OUTPUTS
RREQ ID
Destination IP Address
Destination Sequence Number
Originator IP Address
Originator Sequence Number

Figure 3. Structure of RREQSSD

RREQSSD will be sent in broadcast mode to all risigh
depending on the DISCOVERY_DIAMETER field that
indicates the number of nodes that the packet eas.prhe
flowchart in Figure 4 shows the behavior of thewwsk
nodes at receiving the RREQSSD packet.

In the case where the intermediate node is a @=vic
provider, the AODV protocol of the network layerlivéend

the REQ packet encapsulated in RREQSSD packeteto th
Matchmaker module of the application layer. The
Matchmaker extracts the descriptions SERVICE_INPUTS

REQ: DISCOVERY_DIAMETER

In our new approach, we have added two new types &Pd SERVICE_OUTPUTS in the Client request REQand
packets to AODV protocol, RREQSSD (Route Reque#tsing a global ontology he will match them with the
Semantic Services Discovery) and RREPSSD (RoutdyRepnputs/outputs in the descriptions of the serviotiered by
Semantic Services Discovery), they are similahtexisting the provider according to the principle proposed[ai]
packets RREQ (Route Request) and RREP (Route Reyly) presented in section The Matchmaker Module. Othein
with more fields that correspond to the REP and RE€e case where the provider does not find any maitththe
messages, where REQ represents the query contaimng request of the source node, it will check whethee t
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hop_count+1 is less than the DISCOVERY_DIAMETER ifmessage REP contains also the identifier SERVICEofiD

so it forward the packet RREQSSD.

N| le
| START I‘
Receive RREQSSD

| am the source
node of the paquet

Already received this
paquet (RREQSSD ID)

No |

Cache the
RREQSSD_ID

Better route Update route table

received

Iam probable
provider

Send RREPSSD

Hop_Counter <
DD

Forward RREQSSD

Figure 4. The flowchart of RREQSSD reception

The Algorithm 1 represents the new actions exectigd
AODV protocol, upon receipt of the new RREQSSD pdck

Algorithm 1: RREQSSD_Reception()
if New RREQSSD _lihen
Save RREQSSD_ID();
Extracting DISCOVERY_DIAMETER ();
if DISCOVERY DIAMETERHop Countthen
SendTo_Application_Layer(REQ) ;
else
Drop_RREQSSD() ;

The Algorithm 2 represents the actions performedthey
application layer at the reception of REQ packet.

Algorithm 2: Application_Layer(REQ)
if Provider()then
if Matchmaker(REQbhen
Generate_ REP( MATCHING_LEVEL, SERVICE_ID);
SendTo_AODV_Network_Layer(REP);

The parameter REP packet contains: the degree wwhing
MATCHING_LEVEL of the service found by the
Matchmaker module relatively to the inputs/outpafsthe
client request and the inputs/outputs
descriptions of the services offered by the providehe

the service found.

The Algorithm 3 represents the new actions perforimgthe
AODV protocol of the destination at the receptiohtloe
REP packet from the application layer.

Algorithm 3: AODV_network_layer(REP)

Update_Routing_Table(REP);
Generate_New_RREPSSD(REP);
Send(RREPSSD);

4.2 The matchmaker module

The main role of Matchmaker module is based on the
principle of semantic matching. There are seveppt@aches
of semantic web services discovery [16], [18], [d2R] and
[23]. We can say that, although the principle psgmb by
Paolucci et al. is limited to the use of functiomadlributes
inputs/outputs to adapt their system of web sesvemmantic
discovery in an environment with infrastructure retmains
the most simple and effective approach to solhv&phoblem,
because, the authors based on the modeling land@isslg: -
S that provides a rich, simple and detailed desoripf web
services, also they have integrated their solutiwar the
known standards such as UDDI and WSDL. This lead®u
exploit the principle proposed bRaolucci et al.in our
approach.

The detailed architecture of the Matchmaker moduleur
system is shown in Figure 5.

Matchmaker

global ontology
O,
%)b «—>
0]

Figure5. Architecture of the Matchmaker module

- inputs/outputs extraction
- inferring
- select the best match

- OWL-S descriptions

- matching results

As illustrated in Figure 5 the Matchmaker moduletlie
application layer performs several actions, it takie
inputs/outputs from the OWL-S descriptions of tleevices
offered by the provider, then with the help of alll
ontology which describes the ontological relatiopsh
between all concepts that exist (by theoreticalnitedn of
ontology), the Matchmaker will calculate and save t
degrees of matching between the inputs/outputh®fuser
query with those of the services proposed by tlwvigder.
This research of the services which may corresponthe
demand of the user is based on the following digimi

Definition: Let inR and outR are the inputs offered and
outputs required by the client requéstlet inS andoutSare
the inputs required and the outputs offered by b sezvice
S a web serviceS can respond the requeR if inputs
required byR, are equivalent or include (according to the
global ontology) those offered b$ and if the outputs
offered byS are equivalent or include those requiredRby
[21]

Concerning the degrees or levels of matching, thesefour
levels [21] shown in Figure 6 those levels depemdhie
relationship between the concepts associated wébh e

in the OWL-&put/output of the requeRtand the servics,



International Journal of Communication Networks &mfdrmation Security (IJCNIS)

<D

Plugin,~”
Exact

Subsur’r‘\\é“*:\

Figure 6. Degrees of matching

matching (RO, SO) = Exact
matching (RO, S2) = Exact
matching (RO, S3) = Subsume
matching (RO, S1) = Plugin
matching (RO, $4) = Fail

Exact match: The Matchmaker recognizes an Exact matc
between the servic and the requedk, whenoutR = outS
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with the smallest MATCHING_LEVEL, after that the

network layer sends to the application layer the

SERVICE_ID of the service found to begin data tfans

In case of link failure during data transfer, tivel @ode sends

a packet RERR (Route Error) to the source noderduemt
that the destination is now unreachable. If ther@®unode

always needs a route to this destination to complet data

transfer it will launch a route discovery procesing only
the classic packets RREQ and RREP.
The flowchart in Figure 8 shows the behavior of rle¢éwork

nodes at receiving the RREPSSD packet.

Such service responds to the exact needs of thesedqdlso
the matching can be Exact when outR is an immedig
subclass obutS

Plugin match: The Matchmaker recognizes a Plugin match
if outSsuperclass afutR This rule recognizes that there is g
weak relationship betweautRand outs.

Subsume match: In the case of Subsume match, the reque
is more generic than the service found. In othem&mutR
is a superclass afutS In this case, the serviceé can be
chosen, but this service may or may not satisfyctihery, it
may be that another service may be sought to caengie
lack (Web services composition).

Fail: If no one of the previous matching were idendifig
means that the servi&and the reque® are incompatible.

Once the Matchmaker finishes the matching procéss,
begins to sort the results found, knowing thatfRact match
is the preferred then the Plugin match and finaediynes the
Subsume match. The main element in the sortingeses
to select the highest degree of the outputs matchke

Inputs Matching is used secondarily to separateothtputs

matches with the same degree.

|
| START I
Receive RREPSSD

I have route to the
provider

Add the route

YES

New best route

YES

Update routing table

Forward
RREPSSD

I'am the source node of

the discovery paquet

Waiting discovery NO

—

time > Actual time

If no match was found then the Matchmaker will neturn
any results, otherwise it sends a REP packet aontathe
identifier of the service found and the calculatedtching
degree, to the AODV protocol in the network layer.

4.3 Theresponse packet RREPSSD

Update routing table

Figure 8. Flowchart of RREPSSD reception

4.4 An optimized routing discovery

We assume a scenario of disaster (earthquake)hichwis
deployed an ad hoc network of emergency, and ieroral

The Figure 7 shows the structure of the new RREPSSBscue and give the first aid to the injured beforiaging

packet according to our approach.

Type [ R | A| Reserved | PredixSz | HopCount |
REP: SERVICE_ID
Destination IP Address
Destination Sequence Number
Originator IP Address
Lifetime

REP: MATCHING_LEVEL

Figure7. Structure of RREPSSD

After receiving the REP packet from the applicatlayer,
the AODV protocol will encapsulate it in the new RRSSD
packet and sends it to the client. The traversetksiwill
update their routing tables; they add also the extnbf
MATCHING_LEVEL field. The AODV protocol of the
source node, after receiving the first RREPSSD gclaves
it for a waiting period WAITING_TIME which correspds
to the time to wait for other RREPSSD packets frattmer
providers, once all packets are received it catealthe route

them to the hospital, the ambulance man must fiesify
medical information about the patient, to check tvbe he
has a chronic disease for example, or if he igglleto a
given injections. In this case the ambulance mdhfeich a
web service published by a specific hospital or iced
center that provides access to a medical database t
contains all the necessary medical information ahbbe
injured persons. In our case of study, for examp&eassume
that the information about the service sought are:

Service name: Heart Disease.

Inputs: Surname; Firstname; Identifier.

Outputs: Hypertension

DISCOVERY_DIAMETER = 2

In our scenario we assume that there are five rabdenters
in the area, The following Table 2 represents tirectional
parameters and other information about these Wglhces
collected from the OWL-S semantic descriptions bé t
offered services.
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Table 2. Web services offered Table 3. Results of matching
Medical Service (Request, | Service Output Match
Centers Acronym | N e Inputs Outputs Service) Provider | CUPUtReAUeSt) goice | Degree
: Surname; : (REQ,S1) | H Hypertension Disease | Plugin
Hospital H S1 Firstname; | Disease
Identifier; . .
(REQ, S2) CDC Hypertension Chronic Exact
Cardiovascular S}Jrname; .
Diseases Centel CPC S2 Firstname; [ Chronic (REQ, S3) | PC Hypertension | Quantity | Fail
Identifier;
. (REQ, S4) MC Hypertension Disease] Plugin
Clinic of cp s3 B | Diabetes
Diabetology dentifier: The degrees of matching in our case of study dileded
from the following domain ontology.
Pharmaceutical . .
Center PC S4 Medicines Quantity .
Surname; Thing
Medical Center | MC S5 Firstname; | Disease
Identifier; SubClassOf SubClassOf
. . class
Figure 9 shows the execution of our proposed ambroa class
. . d
depending on the above scenario. Person Produt
AN
RREQSSD (. inputs, outputs, DD=2... SubClassOf SubClassOf S“bc'asff
~ RREQE@(Minputs, outputs, DD=2..) class class class
N PN —
X N ] ) Address Disease Medicines
( 7N\ — : v
RREQSSD (..inputs, outputs, DD=2 f’ 2 3 /&TQSSD (it it 00-2.) SubClassOf SubCIIassOf SubClassOf SubCIassi
o) ) (w) e 1) class class class class
N/ N N
B Home Work Chronic Acute
T
RREPSSD ... ML=2,ID_81.. w'assof SibssOf SubCseof
e /7N RREPSSD (.. ML=2, 1D_S1...) ' '
RREPSSD (. ML=1, I0_52..) \‘\/'\®\ — ‘ class class class
- ‘ P \\cﬂ/ | Activity Hypertension Diabetes
— () y
RREPSSD (... ML=1, 1D_S2... Rikgpg\gp (.M=2,0_55.. SubClassOf SubClassOf
) ] \
~ class class
Nurse Doctor

Figure 10. Domain ontology

Finally as illustrated in Figure 9 Part (3), the dified
AODV protocol in the client node, will automaticalselect

-------------- B and save route to the provider CDC because it ladbest
match.

Figure 9. Routes discovery process 4.5 Validation of the proposed approach

The Part (1) in Figure 9 illustrates the resultRIREQSSD 10 validate_ our approach _according to the desitedlenges
broadcasting process to all nodes in the network. Aresented in the introduction part, we have useddmmula
ilustrated,  the  providers  that correspond  td6) to compare our approach with other existing ksor
DISCOVERY_DIAMETER (DD=2) are the nodes [H, CDC'agalnst the global consumed energy in the networingd the

PC and MC]. discovery process.

Then as illustrated in Part (2), the providers BDC and 1able 4 presents the challenge of our proposedoappr
MC] send a response packets RREPSSD with an pviepending on theC; parameters proposed and presented
(MACHING_LEVEL) equal to [2, 1 and 2] successive{g; ~2Pove. o o

means that the degree of match = Plugin and 1: snéwat 1€ graph in Figure 11 shows the positioning of our
the degree of match = Exact); the provider PC ditisend p_roposed web service discovery approach comparethey
any response packet because it did not detectedeaymge of discovery approaches (KONARK, SEDIRAN, WSDRS,
match it means a case of Fail. The results of téching TrustSD and TinySDP) according to the energy cost
process are illustrated in Table 3. calculated by the proposed formula (6).
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Table 5. Configuration of the simulation

Ci Parameters Proposed Approach Parameter Value
Advertisement Packets No Simulator NS2.35
Synchronization Packets No Simulation time 10s
Bandwidth
Discovery Packets Broadcast Number of nodes 100
Response Packets Unicast Simulation field 850*850
Replication of Information | No NS @ EIELS 9
Route into the selectefl Number of providers 20
. provider and only| .
Resources Routing Table during the period of | Number of probable providers 10
activity .
Propagation model Tworayground
Services Storage No
Energy in each node 3.4
Functional parameters
Discovery Discovery Elements inputs/outputs Energy consumed during transmissior 0.33
Mechanism (Certain discovery)
Search and Selection Automatic Energy consumed during reception | 0.1
Energy Energy Consumed Low Energy consumed during the rest 0.5
ENERGY Energy consumed in standby mode 0.3
COST
800 .
Mobility 100
700
== KONARK
A Energy
600 ——SEDIRAN 340

" Ene?gy with Discbvery Diameter
nergy without Discovery Diameter

WSDRS

330
=>=TrustSD

500 //
400
=#=TinySDP 320

300 L

/ PROPOSED L\_:q
200 / APPROACH 310 |
100 -

300
0 o T ]

290

Energy

NODE

Figure 11. Energy cost of our proposed approach. 280

Time

Figure 12. Energy Consumption

By using the DISCOVERY_DIAMETER parameter we have
noticed an optimization in the energy consumed tuthe
limitation of the broadcast domain. We have alsticed
To analyze and evaluate our protocol, we have impteed |ogic in the energy consumption according to theppsed
it under the Network Simulator NS2. Table 5 belowscenario because there is stability in the timerirtls of no
summarizes the proposed setup for this experiment. activity [2 — 3 sec] and [5— 8 sec]. However, in the case
In the proposed scenario we assumed five cliewtsing for  \where we did not use the DISCOVERY_DIAMETER, the
services at different time intervals: [CIientl: 42 SEC], energy Consumption iS more important and randonn owve

[Client2: 3— 5 sec], [Client3: 3.3~ 5.3 sec], [Client4: 8 which is explained by the limitless disseminatioh the
—10 sec], [Client5: 8 — 10 sec]; Also a data transfer withan  discovery packets.

FTP stream of 1500 bytes which represents the stataces
transfer, then we have measured and evaluatediothé
energy consumed and the average throughput with amltle average throughp#t is calculated by dividing the sum
without using the DISCOVERY_DIAMETER parameter.  of the discovery packets sizes on the average rmiga®n

As illustrated in the Figure 11 our proposed apgphoaffers
an important gain in term of energy consumptionthe
network.

5. Experimentations

5.2 Averagethroughput

5.1 Energy consumption time.

. ] ) nb_ disc
Figure 12 illustrates the impact of > S
DISCOVERY_DIAMETER parameter on the overall energy 5 - __i=1 @)
consumed in the network. T
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Where: we have presented a new optimized approach of emlices

A: Average throughput. discovery in MANET which has the following

nb_disc: The number of all the discovery packets. characteristics:

S: The packet size. » A decentralized architecture where each node in the

T: The average time of packets transmission. network maintains its own services and it doesdepend

on a central directory.

A routing discovery based on the diffusion of fuional

parameters of services.

* An automatic discovery and a best selection ofisesv
and routes to the destinations.

» A semantic discovery of web services.

e A significant reduction of energy consumed and of

Figure 13 shows the average throughput consumengilre
proposed scenario with and without wusing the
DISCOVERY_DIAMETER.

Average_Throughput

"Discovery packets with Discovery Diameter —+—
Discovery packets without Discovery Diameter

09 h

Throughput (Mbps)

07 t

06 r

0.5

04 +

03 t

0.2

Time

08 1 throughput in the discovery process.

To conclude we have presented the simulation sult
obtained where we have noticed that using the wahisstion

of the semantic web services information and the
DISCOVERY_DIAMETER parameter proposed in the
routing process, gives a significant optimizatidithe energy
consumption level and the average throughput.

Further work would be to review the proposed ewidna
formula of web service discovery protocols in an
environment connected to Internet such as 10T I(heteof

Things), where there will be an ad hoc network with
gateways to Internet which means an access tarexidDDI

The optimization and stability of the average tlylgout dlrec_:torlesl,: V\f[?]ere we _(t:an pijJbllsh andthflnd e>t<|stu§1gtl:)

using the DISCOVERY_DIAMETER parameter is clearlyserv'ces"h fur thgrmotre, |kwou p progose € moptamiate

illustrated in Figure 13, where for example in ttime approach for this network configuration.
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